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Privacy Policy

The use of this website and its forms requires acceptance of the processing of the user's data in
accordance with this privacy policy, including the collection of access data and the delivery of
information by electronic means.

Data controller and contact information

MIURA PARTNERS SGEIC, S.A. is responsible for the processing of personal data carried out by the
company. Also, MIURA PARTNERS SGEIC, S.A. is the parent company of the MIURA group. As such,
this company is responsible for the personal data processed by each company of the MIURA group.

MIURA PARTNERS SGEIC, S.A, as parent company of the MIURA group, is responsible for the
observance of the obligations established by the Regulation (EU) 2016/679 of the European
Parliament and of the Council of 27 April 2016 (“GDPR" or the “Regulation”). Namely, the company is
responsible for:

o Remediesandrights of the data subjects
o Obligations related to the rights of information under personal data regulations.

Miura Partners SGEIC, S.A''s contact information:
Address: Passatge Josep Llovera, 4 08021 BARCELONA
Data protection officer: dpo@miura.partners

Purpose of the data processing

The Data collected in this website is processed with the aim of providing access to its contents, as well
as to fulfill the requests from the users, keep a record of visits for statistical purposes (IP addresses,
browser type, country, page accessed, etc. ), to apply measures aimed at the security of the web, and,
to deliver information by electronic means about the company. When the user fills any of our forms it
will be necessary to provide certain personal data, and it will be processed to carry out the user's
request.

Additionally, please note that the facilities of Miura Partners SGEIC S.A. are equipped with CCTV
surveillance systems for entrance control and security purposes.

Legal basis

Website: when users accept the terms and conditions in the contact form and the cookies use policy,
personal data is processed on the basis of the data subject’s consent.

CCTV:Personal data is processed on the basis of a public interest (personal and property protection).



Dataretention time

Data will be stored at least during the periods established by the applicable legislation and in any case
during the validity of the consent or contractual obligations arising from the services requested.

People Rights
Data subjects have the right to:

e Obtaininformation confirming whether Miura Partners SGEIC, S.A. or any of the companies of
the MIURA group is processing the data subject's personal data

e Access, rectify and delete their data

e Request the portability of their data,

e Oppose the processing or request its limitation,

o Withdraw the consent.

In order to exercise such rights, the data subject can get in touch with Miura at dpo@miuraequity.com
(re:"Data Protection”") or by post at: Passatge Josep Llovera, 4 08021 BARCELONA

Inany event, data subjects must attach a photocopy of his ID to the application.
Nevertheless, please note that you can lodge a complaint before Spanish supervisory authorities

(Agencia Espafiola de Proteccion de Datos) if you consider that the way in which your personal data has
been processed has violated any data protection law.

Data recipients
Miura Partners SGEIC, S.A. will not transfer your data to third parties, except for the companies of the
MIURA group, third-party service providers needed to manage and maintain the relationship with, and

to provide the services requested by, the data subject, or due to any legal obligation.

Inany case, data communication will always be carried out within the European Economic Area (EEA).

Veracity and updating data

The user must fill the forms withreal, exact, complete and up-to-date data. The user will not enter data
about other people; will presume that the data has been entered by the data subject him or herself. The
user will be the only responsible for any harm or damage, direct or indirectly caused to another



individual, derived from providing false, inexact, incomplete, or outdated data or data referring to
another person.

The user must communicate any changes in the provided data in order to keep it up-to-date.

Information security

Miura Partners has taken all the measures required by law to protect personal data; likewise, it has
adopted the technical measures available to prevent data loss, unfair use, alteration, unauthorized
access or data theft. Nevertheless, the user will take into account that security measures in Internet
arenot completely unbreachable.

Web analytics

This website deploys web analytics in order to gain some understanding on how user search for, access
and navigate it. These analytics can entail the collection of personal data like the user IP address,
connection location, browsing software and hardware features, etc. This information is not associated
to the userand s exclusively used for statistical analysis.

Use of third-party functions and plug-ins

This website may deploy functions and plug-ins provided by third parties. These functions serve
several purposes such as:

e Third-party web analytics

e Third-party maps

e Third-party video streaming

e Sharing contents in social networks

e Afunctionor plugin provided by a third party establishes a direct connection between the user
browser and internet domains owned by the third party, allowing to download and execution
of the function. Most third-party plugins collect information about the websites visited by the
user in order to know his or her interests and to provide targeted advertisements.

Applicable legislation and competent jurisdiction

Any dispute arising from matters relating to the Website shall be subject to the exclusive jurisdiction
and jurisdiction of the Courts of the city of Barcelona.



